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About SmartDeploy

Introduction
SmartDeploy is computer imaging software for deploying Windows operating systems and applications. IT professionals choose SmartDeploy to simplify the customization, deployment, and management of operating systems, applications, and data across any Windows device. It is easy to use, requiring little to no training, and it eliminates unnecessary IT infrastructure and costs, allowing you to invest these resources elsewhere to advance your IT strategy and make work more enjoyable.

SmartDeploy is a privately owned, self-funded business, dedicated to providing world-class solutions to IT implementers in small, mid, and enterprise organizations all over the world. SmartDeploy is a low-cost, high value solution for everyday use designed to simplify and reduce the workload for IT departments.

Customers use SmartDeploy in a number of scenarios, the most common being provisioning new and existing devices with Windows and Windows applications. Customers also use SmartDeploy for migration projects. Customers can migrate the user’s data as well as the OS and applications. SmartDeploy can be used on premise or leverage 3rd party cloud storage providers for imaging over the internet. All of this work can be done attended or zero-touch, making it ideal for break-fix scenarios as well.

Setting up SmartDeploy is simple and fits easily into existing infrastructure. To get started you’ll need an IT workstation to install SmartDeploy on, this can be a desktop, laptop, or server. You’ll need some virtualization software, many versions are inexpensive or free, and to build a golden reference computer. You’ll need your Windows OS installation media and any other line-of-business software installation packages to build your golden reference computer. The last thing you’ll need are some target devices that you would like to reimage with SmartDeploy.

With SmartDeploy, you build your golden reference computer with the Windows version and applications necessary for a specific department or lab and SmartDeploy will create a single, hardware-independent image of that software. You download pre-built device driver packages from SmartDeploy, called Platform Packs, for your standard business class devices. There are several options for doing the actual deployment and you can create various types of boot media to do so.

There are many options and customizable settings for deployment that can be performed zero-touch, unattended or light-touch, as desired. During most deployments, SmartDeploy will reformat the hard disk, run any custom scripts you designate, perform a data migration if desired, run Sysprep automatically, automatically name the device, join the domain, and install all the correct drivers using SmartDeploy’s patented boot-time driver injection process. After a couple restarts, the device is ready for the user.

Deployment times vary from approximately 10 to 60 minutes and depends on a number of factors including the overall size of the image, how the deployment is performed, and how performant the target device is.
This guide will explain, in detail, how to use all the features and functions of SmartDeploy. If you have questions, we’re here to help, call 888-7DEPLOY or email sales@smartdeploy.com.
Installation: Configure Your SmartDeploy Console Host

System Requirements
Review the Release Notes for important system requirements.

Required User Privileges
User rights or privileges control how a user account can interact with the operating system. A number of these privileges are required when using SmartDeploy. If these rights are not assigned to the logged in user account many of the SmartDeploy processes will fail.

The following privileges are required for SmartDeploy to function properly:
1. SeManageVolumePrivilege
2. SeSecurityPrivilege
3. SeTakeOwnershipPrivilege
4. SeLoadDriverPrivilege
5. SeBackupPrivilege
6. SeRestorePrivilege
7. SeChangeNotifyPrivilege
8. SeImpersonatePrivilege
9. SeCreateGlobalPrivilege

Checking privileges available to user
To view the rights available to the current user account run “whoami /priv” from an administrative command prompt. The output will look like the example below. The list must match the items specified in the list above. If any privileges are missing update Group Policy following details at https://technet.microsoft.com/en-us/library/dd349804(v=ws.10).aspx to enable the privilege for the account. Alternately, log into the computer that has SmartDeploy installed with an account that holds all privileges.

Note: The state of the privilege does not correspond with it being a held privilege by the user account, it simply determines if the privilege is enabled for the current process.
**Install SmartDeploy**


b. Download SDESetup.exe from [www.smartdeploy.com](http://www.smartdeploy.com).

c. Double-click SDESetup.exe and follow the installer prompts.

d. Upon installation SmartDeploy will create a working directory in Local Disk (C:) where you will save all your files for SmartDeploy.

   C:\SmartDeploy
   • Answer Files
   • Application Packs
   • Deployment Packages
   • Images
   • Logs
   • Media
   • Platform Packs
   • Reference Machines

e. Once installed, access the SmartDeploy Console from the Start menu.

f. After launching the Console, you’ll be prompted to Sign In. Enter your account credentials from the account you created at [www.smartdeploy.com](http://www.smartdeploy.com). Check the Remember me box to stay signed in.

**Trial & Licensing**

SmartDeploy is free to download, install, and use for 15 days. During this trial period you may use SmartDeploy to create and update images, Platform Packs, and deployment media, as well as deploy to target devices. All of the work that you do during your trial period is yours to keep. When you purchase SmartDeploy, you can pick up where you left off with your trial. We recommend simply recreating your boot media using the Media Wizard.
**Licensing and Activation FAQ**

**What if I need more time to evaluate SmartDeploy?**
You can extend the 15-day evaluation period one time by contacting your Account Manager or sending an email to sales@smartdeploy.com.

**Once I’ve purchased, how do I activate SmartDeploy?**
Upon purchase, your Account will be activated. Your login information can be used on other installations of SmartDeploy throughout your organization.

**Will activation authorize any boot or deployment media I have already created?**
No. If you created boot or deployment media with the trial, you will simply need to rerun the wizard to remove an expiration from it. All other work that you have done will still be valid.

For additional questions on licensing please see the Licensing FAQ or contact us.

**Install a Virtualization Application**
You can use any of the virtualization applications listed in the Release Notes.

**SmartDeploy Quick Start Guide**
Download here.
Build Deployment Packages

Step 1: Build Virtual Machine
Use the Build Wizard to create a reference VM, which will become your golden reference machine. If you prefer to create your VM manually or already have a VM built with a supported virtualization software you can skip this wizard and move to step Step 2: Capture Image, on page 14.

From the SmartDeploy Console, in the Activities tab, select Build Virtual Machine to launch the Build Wizard.

1. On the Welcome to the Build Wizard screen, click Next.
2. On the Virtual Machine Setting page, select the virtualization software you would like to use and the Windows version you will be installing. **Note:** If you are building your virtual machine with Hyper-V or ESX, you will need to build your VM manually.

3. Name the new virtual machine (VM) and save it to C:\Smartdeploy\Reference Machines.
4. Browse to your Windows Installation Media ISO or physical disk.

5. Click **Finish** to open your new virtual reference computer. Install Windows just as you would with a physical machine, run Windows Update and ensure all updates are installed properly.

**Note:** This virtual machine contains the master installation that will be captured and deployed (duplicated) to each future installation on a target device. You can run the Build Wizard multiple times to create multiple reference VMs.
Best practices when creating master installations for the Build Wizard

Each virtual machine that you create by using the Build Wizard will contain the master installation for a particular set of deployments to target devices. Therefore, it is important that the master installation be as clean as possible. Consider the following best practices when configuring the virtual machines that you create with the Build Wizard:

- Complete the entire OS and application installation process and make sure that no serious errors occur.
- When running Windows Update on the master installation, make sure that the entire process has completed. Reboot the machine if necessary and let all updates complete before shutting down.
- While configuring your master virtual machine, do not install any tools or virtual machine additions. All additions (device drivers, etc.) should be deployed to your target devices via a Platform Pack. See below, page 18, for more information about Platform Packs.
- If you are joining the installation to the domain, revert back to a workgroup before capturing the image.
- Do not run Sysprep before capturing your virtual reference machine. As part of deployment, SmartDeploy will run Sysprep, with an answer file created by the Deployment Wizard, to generalize every computer that the image is deployed to.
- Do not attempt to capture a physical machine or Physical-to-Virtual (P2V) converted virtual machine with SmartDeploy, this is not supported.
- If you are using VMWare virtualization platform, and the VM is running Windows 8.1 or 10, you must shutdown by opening a command prompt and executing the following command: `shutdown /s /t 0`
Step 2: Capture Image
Once you have built and configured your master installation, you will use the Capture Wizard to capture an image of that installation for deployment to target devices.

It is recommended to use the Capture Wizard to capture your image with the VM powered off. However, for advanced users or in some scenarios it’s more reliable to capture the VM while powered on to the SmartDeploy PreInstallation Environment, for example if your reference computer has complex disk layouts, if you want to capture a VM in a snapshotted state, or if you use virtualization products such as VMware ESX. If you would like to capture your image with the VM running, see Appendix 1: Capture with the VM running (Warm Capture), on page 106.

With the VM powered off

From the Activities tab in the SmartDeploy Console, click Capture Image to launch the Capture Wizard.
1. On the Welcome to the Capture Wizard page, click **Next**.

![Capture Wizard](image1)

**WELCOME TO THE CAPTURE WIZARD**

- Select disks to capture
- Create an image

![Capture Wizard](image2)

2. On the Virtual Hard Disk page, click **Browse**, and select your virtual hard disk. Click Open, and then click **Next**.

![Capture Wizard](image3)
3. On the Select Virtual Disk Volumes page, make sure the Local Disk (C:) volume is selected. For more information about the displayed volumes, click Details. Then click Next.

For more information about the WDS checkbox, see The Windows Deployment Services (WDS) checkbox, on page 20.
4. On the Operating System page, if you have a volume license key type the product key here. If you plan to use individual product keys that are different on each device, do not enter a product key at this time. If you do not enter a product key, you will be prompted for one when you use the Deploy Wizard.

In the Password box, type the local administrator account password. In the Confirm box, type the password again. Then click **Next**.
5. On the Image Type page, select Standard image or Differencing Image, and then click **Next**.
   - A standard image contains all the files needed for the target device, while a differencing image contains only the files that have been changed between a standard image and an updated virtual machine.
   - If you create a differencing image, you will need to browse to the location of the previous version of the image.
6. On the Save Image page, browse to where you want to save your image file. You can save the file locally, or map a network drive to save it remotely.
   • In the Image name box, type a name for the image that will make it easy to recognize when you deploy or update the image.
   • In the Image description (optional) box, you can type a more detailed description of the image. This information might help you or others identify any special or unique characteristics of the image, when deciding whether or not to deploy or update it. Click **Next**.

   **Note:** You can save more than one image in a single .WIM file by selecting an existing .WIM. If you save more than one image in a .WIM file, all the duplicate files are single instance stored. Therefore, a single .WIM that contains two images will likely require less disk space than the same two images saved as two .WIM files.

7. On the Completing the Capture Wizard page, click **Finish**. The wizard may take several minutes to capture the image.
   **Note:** As a best practice we recommend disabling anti-virus or real-time protection software, as occasionally mounting can cause antivirus software to incorrectly report it as malicious.

8. When the process is complete, a Capture Wizard dialog box will appear. Click **OK**.
The Windows Deployment Services (WDS) checkbox

Windows Deployment Services is the Microsoft technology for network-based installation of Windows operating systems over a local area network (LAN). SmartDeploy supports using WDS as a Preboot Execution Environment (PXE). For more information about integrating WDS with SmartDeploy, please download the Windows Deployment Services guide.

The WDS checkbox is used to prepare a Windows reference machine for multicast deployment. You can use the WDS checkbox when selecting virtual disk volumes. BIOS mode machines install with two-partitions, UEFI mode machines install with four-partitions. However, WDS only accepts single-partition images. If you select the WDS checkbox, only the partition Windows is on will be captured. The single-partition image can then be imported to WDS. The System Reserved partition is recreated during deployment.
Step 3: Download Platform Packs

A Platform Pack is a compressed, single-instance stored file that contains device drivers and other platform-specific software for a specific make, model, and operating system of a target device. Platform Packs are merged with your captured reference image at deployment time, installing only the correct drivers for the specific target device. By separating the hardware layer from the operating system and applications, SmartDeploy makes it easier to maintain consistent desktop images for an entire organization, without tying specific images to specific hardware.

You can use the Platform Pack Library tab and the Platform Manager to import, create, and maintain Platform Packs, as well as to see which operating systems and chipsets are supported (e.g. Windows 8.1 (x64)), for more information see page 89. These packs save you time by including the most current device drivers and support software for systems from Dell, HP, Lenovo, and other major hardware manufacturers. They also contain the necessary selection filters and device driver settings to ensure that only the correct pack will be used for a particular device, and all driver settings and required components will install properly for that device.

If you require a Platform Pack that is not available on the SmartDeploy website use the online request form. A valid support agreement is required in order to request a modification or creation of a Platform Pack, and counts as a support ticket.

If you are an advanced user with unique hardware support requirements, you can modify an existing Platform Pack or create a new Platform Pack. See Platform Packs on page 89.

Platform Packs for popular hardware systems are available from the SmartDeploy Console, including Platform Packs for virtual environments. This lets you deploy images to virtual and physical environments. Download a Platform Pack for each machine you will deploy.

From the Activities tab, click Download Platform Packs to launch the Platform Pack download window.

![Image of the SmartDeploy interface with the Download Platform Packs option highlighted.](image-url)
1. Search Platform Packs by manufacturer, model, or operating system. Start typing in the search box and the list will automatically filter.

![Download Platform Packs](image1)

2. Once you have selected the correct machine, click **Download**.

![Download Platform Packs](image2)
3. The Platform Pack will automatically be saved to C:\SmartDeploy\Platform Packs and will appear in the Platform Packs tab of the Console.
**Step 4: Create Answer File**

Answer files are XML files that you can use to automate deployments, so your technicians won’t have to manually click through the Deploy Wizard for each device at deployment time. Any setting that you would normally configure in Deploy Wizard at deployment time (including mapping a network share and selecting a network-based image file) can be automated with an answer file to create a light or zero-touch deployment.

SmartDeploy makes creating an answer file easy with a simple wizard. An answer file created by SmartDeploy is meant to replace the use of the Deploy Wizard and fully automate the deployment. Alternatively, you can walk through the Deploy Wizard on a manual deployment and export the answer file which will save all of the options you selected for future deployments.

**Note:** Answer files are by default set to unattended, you can adjust this setting in the Advanced Options. An unattended answer file is required for Deployment Packages for network-based deployments from the SmartDeploy Console.

Launch the Answer File Wizard by clicking **Create Answer File** from the **Activities** tab of the SmartDeploy Console.
1. On the Welcome screen, you’ll see the Advanced button, for details about the Advanced options, see Advanced Options, on page 33. Click Next.

2. On the Select Image Source page, select where you would like to deploy from, then click Next. For deployments using a cloud storage provider, see page 63.
3. On the Network Credentials page, enter the credentials to access the location of your image and Platform Packs.

![Network Credentials](Image)

4. On the Select Image page, click Browse. Select the image you want to use for deployment and click Open. Then click **Next**.

   **Note:** If you had appended to your existing .WIM file, use the dropdown menu on the Select Image page, to select the image index you would like to deploy.
5. On the Platform Pack Location page you can click **Browse** and specify the folder where your Platform Packs are located. By default the wizard will look in the same directory as the Image.WIM file you select to deploy by using the [ImageFolder] macro. When you’ve specified the correct location, click **Next**.

**Note:** In SmartDeploy versions older than 1.1.4000, SmartDeploy by default searched for a single file named Default.PPK in the same directory as the Image.wim file. In SmartDeploy versions 1.1.4000 and later, all .PPK files, single or combined, are scanned for in the same directory as the Image.wim file.
6. On the Naming Convention page, you can modify the naming hierarchy by moving the options in the list up or down. You can also modify the WMI query (e.g. to look for the machine serial number rather than asset tag), or set up a custom naming scheme with different prefixes or a different number of random digits. By default, SmartDeploy will use the following hierarchy to assign a name to the deployed computer:

1. **Use existing computer name.** If the computer already has a name (e.g. if you are deploying a new image to an existing machine), SmartDeploy will detect it.
2. **Read from WMI property.** The next priority is to read from a WMI property, such as an asset tag.
3. **Custom name.** If the machine has no WMI property to read, SmartDeploy will assign a random name based on the scheme A#########, where each # is a random digit.

Once you have set your preferred naming convention, click **Next**.

![Answer File Wizard](image)

**Naming Convention**

The following options can be used to automate computer naming. Options are processed in the order specified below. Alternatively, machines can be named manually during deployment.

- Use existing computer name
- Read from WMI property
- Generate custom name

**Custom naming scheme:**

A########

**Prefix:**

**WMI query:**

```
SELECT SMBIOSAssetTag FROM Win32_SystemEnclosure
```
7. If you would like to migrate a user’s data and settings during a deployment, check the box to Enable User Data Migration. For more information on User Data Migration, Appendix 2: User Data Migration. If you enable User Data Migration:

8. Select the settings you want to migrate
   - **User Settings**: this includes the full user account, any personalized setting and documents (C:\Users\Demo)
   - **Application Settings**: this includes Microsoft Office and other Microsoft related applications
   - **Documents**: this includes everything on the C: drive that was not added by the operating system or applications (C:\*)

9. Select the location you want to save the migration data
   - **Network Share (recommended)**: this option will copy all the data to a network share during deployment and copy it back to the local machine post deployment to complete the migration. The data will remain on the network share after the migration is complete.
   - **Locally**: this option requires the use of Wipe & Load. Select a folder on the local drive and the migration data will be added to that folder, all other contents on the drive will be wiped. You will receive an error if the existing partitions do not match the partition structure of the reference virtual machine.

---

**Answer File Wizard**

User Data Migration
Select this option if you would like to retain user data and settings as part of deployment.

- [ ] Enable User Data Migration

User Data Migration Settings:
- [ ] User Settings
- [ ] Application Settings
- [ ] Documents

Location of Migration Store:
- [ ] Store files on a network share
  - [ ] Browse
  - [ ] Network
- [ ] Store files locally (Requires wipe & load deployment)
  - [ ] Browse

[Back] [Next] [Cancel]
8. On the Product Key page, you can enter the product key now if you did not specify one when you captured your image. Click Next.

9. On the Network Identification page specify whether the device will be a member of a domain or workgroup. When you have typed the target device’s network identification, click Next.
10. On the Regional Settings page, specify the time zone and language. Click **Next**.

11. On the Summary page, review the information you have input. If you need to make any changes press Back. Otherwise, click **Next**.
12. Click **Finish** to create your answer file.

13. The Save window will appear. The default name will be SmartDeploy.xml, you can rename it here. Save your answer file to the specified location.
**Advanced Options**
Access these options by clicking the Advanced button on the Answer File Wizard (or Deploy Wizard) Welcome screen.
General Tab

Deployment Automation
By default all answer files will be designated Unattended with a 30 second delay. You can change the delay of an unattended deployment or mark the answer file for attended deployment.

Registration Information
The owner and company fields control what the window installation thinks is the registered owner. By default SmartDeploy chooses what Windows defaults to.

Firmware
Allows you to enable UEFI/Secure Boot.

When Deploy Wizard ends
- **Reboot**: the target device will reboot after the deployment completes. The target device will go in to Sysprep, remain powered on and land at the login screen.
- **Shutdown**: the target device will be powered off after the deployment completes. This can be useful on some devices where technicians need to remove bootable media before the next startup, such as the Microsoft Surface Pro 3.
- **Remain in SmartPE**: the target device will remain in SmartPE and not complete the deployment. This can be useful for testing and troubleshooting purposes as well as a simple way to create the SmartDeploy.xml answer file without completing the deployment.

Autologon
In the Advanced section of the Answer File Wizard there is now an Autologon after deployment section. Users can enter a local or domain Username and Password and select a value for Count, which controls the number of reboots, to automatically log into an account after deployment. Microsoft has a known issue with the count value specified and currently all Autologons will be count + 1, for more information see this link: https://docs.microsoft.com/en-us/windows-hardware/customize/desktop/unattend/microsoft-windows-shell-setup-autologon-logoncount
Disk Options Tab
Disk Options allows you to select the method for applying the image to the target device. By default, Recreate drives is selected.

- **Recreate drives** (recommended) will delete all existing partitions, recreate the necessary partitions, format the new partitions, and then write image data to the partitions. The new partition structure is based on the partition structure from the reference virtual machine, and will fill any previously unused space.
- **Wipe and load drives** will format only the target drives specified in the image, but will not change the target device’s hard disk partition scheme. You will receive an error if the existing partitions do not match the partition structure of the reference virtual machine. This method will let you leave a folder structure on the hard disk. You can choose a protected folder by using the Browse button on this tab. By default, SmartDeploy will protect the “C:\Backup” folder.
Tasks Tab
This tab gives you the option of creating custom tasks that will run during deployment. Its functionality is similar to the Filters and Tasks functionality in Platform Manager (see Appendix 4: WMI Filters and Tasks, on page 112)

Tasks can be created at one of 5 phases of deployment.
- Before the image is applied (before disk partition)
- After the image is applied
- Specialize/Mini setup (during Sysprep)
- Upon first boot as system
- Upon first logon to desktop

The main difference between the Tasks tab in Deploy Wizard and the Filters and Tasks functionality in Platform Manager is that if you set up tasks through the Deploy Wizard, they will run on all deployments, rather than a specific hardware type.
**Client Tab**
This tab is used for Network Deployment with SmartDeploy. Check the box to **Install SmartDeploy Client During Deployment**. This is recommended for all media, especially Offline deployment media, so after initial deployment you will be able to deploy to the device from the SmartDeploy Console.

Enter the name or IP address of the Console Host so the client on the imaged device can talk to the SmartDeploy Console.

**Note:** Check the Enable SmartDeploy CloudBroker checkbox to enable Cloud Deployments for clients.
Network Tab
The Network TCP/IP Settings you can specify the target device’s IP address, subnet mask, default gateway, and DNS server information. Or by default, obtain the network address information automatically.
Wireless
Configure SmartDeploy to allow devices to be imaged over a wireless connection and to configure wireless settings after the device is imaged.

Using a wireless connection
Wireless Deployment is available in SmartPE as of build 3030. This can be useful when imaging certain machines such as thin laptops and tablets that do not come with an ethernet port. However, this should not be the main deployment method as wireless is nowhere near as reliable as a hard wired connection. It will have a strong possibility to impact other users on the wireless as well.

Wireless Profiles and Two Modes
SmartDeploy makes use of wireless profiles to connect to the wireless networks. A wireless profile is created on the OS whenever a wireless network (SSID) is connected and contains all the information about connecting to the SSID. The wireless profiles on the machine can be checked by running the following from command prompt: netsh wlan show profiles. If the client is installed on a machine, the currently connected wireless profile will be captured to a file called WirelessNetworkProfile.xml in the installation folder of the SmattDeploy Client (C:\Windows\System32\SmartDeploy or C:\Windows\SysWOW64\SmartDeploy), which is encrypted so that it is not user readable. This is the “currently connected” wireless network. A wireless network can also be specified in the answer file under the Wireless tab of the Advanced Options page. A wireless name can be selected from a list or entered manually, security mode selected, and a password entered (Note: this password will be autofilled if the SSID is already part of the Console’s wireless profiles). This is the “answer file specified” wireless network. A wireless profile xml will be generated and then encrypted and added to the answer file under the NetworkConnections node.

These two modes, currently connected and answer file specified, will determine how SmartPE connects to a wireless network. In the case that both modes exist, their currently connected wireless takes precedence over the answer file specified one. This was in consideration that a Console user may have used Push Deployment to push an image to a client which was connected a wireless network. If there is no WirelessNetworkProfile.xml, then SdShell will connect to the answer file specified wireless network.
Post Deployment
After a deployment has completed, any and all currently connected and answer file specified wireless networks will be added to the OS. Windows and the user will then be left to determine which wireless network to connect to.

Wireless Network Drivers in SmartPE
In order for wireless deployment to work in SmartPE, the wireless drivers need to be added to the Platform Pack and the Platform Pack must then be specified to add the wireless drivers to whichever SmartPE deployment mode was used. The current version of SmartPE is the Windows 10 PE, so drivers that support Windows 10 will need to be added. There may be some incompatibilities as wireless network drivers are not natively supported in Windows PE.
Step 5: Create Media
The Media Wizard is used to create a pre-installation environment that is used to boot and complete deployment to target devices.

From the Activities tab, select **Create Media** to launch the Media Wizard.

1. On the Welcome to the Media Wizard page, click **Next**.
2. Select a task and click **Next**.
   a. **Boot media**: use this option to create bootable media. Bootable media types are a USB hard drive, DVD set, or ISO with the SmartDeploy Pre-Installation environment (SmartPE).
   b. **Offline deployment media**: use this option for offline deployments. This creates media that is self-contained with all the necessary files to complete the entire deployment, such as your captured OS image and Platform Packs.
      If you select this option, after you click Next the Select Image page appears. Click **Browse** and select the SmartDeploy image file you want to deploy. Click **Open**, and then click **Next**.
   c. **WDS boot media**: this option creates media to PXE boot with Windows Deployment Services. For more information about using WDS with SmartDeploy, see *The Windows Deployment Services (WDS) checkbox*, on page 20 and download the guide *How to Integrate SmartDeploy with Windows Deployment Services*.
   d. **Deployment package**: a Deployment Package contains all the necessary components for a network based deployment initiated from the SmartDeploy Console. This is an alternative to using SmartDeploy boot media with Windows Deployment Services. For instructions on creating a Deployment Package see *Network Deployment*, on page 56.
4. On the Platform Pack page, click **Browse**. Select the folder that contains your Platform Packs. This lets SmartPE load the drivers that are required to connect to a network and copy the image to the local hard disks. If you selected Offline Deployment Media, the full contents of all the Platform Packs will be copied to the media. Click **OK**, then click **Next**.

**Note:** If you downloaded a Platform Pack for your target device from SmartDeploy, the Platform Pack will already contain the necessary network and mass driver support. If you modified a Platform Pack or created a new one, you should modify the Platform Pack (see page 90) to include support for Windows PE, which already has network and mass storage driver support included for many computers in the market today.
5. On the Optional Components page, select the optional components that you want to add to the deployment environment.

Click **Browse** to select a custom SmartDeploy answer file for the target device or click **Create** to launch the Answer File Wizard.

The Optional files option gives you the ability to copy additional resources to the Boot or Deployment media, such as a Readme.txt file that you would like included.

![Optional Components](image)
6. On the Media Type page, select the media you want to use for the target device. If you are burning a DVD, select the media capacity from the drop-down list. The Media Wizard can create images that span multiple disks, but all disks must be of the same type and capacity. If you select a removable drive, including external hard drives or USB drives, note that the drive will be formatted FAT32 if the existing format does not match what you select and all information on it will be lost. To create an ISO, select DVD. Click Next.

7. If you selected to burn a DVD, the Save Options page appears. You can make an ISO or burn the image to physical disks. Select the options for your image, and then click Next.
8. There is now an option at the end of the Media Wizard to upload Deployment Packages to the cloud when the answer file used is cloud based. This will allow for Cloud Deployment from Computer Management.

![Media Wizard](Image)

9. On the Creating Media page, click **Finish**.

![Media Wizard](Image)

10. When the deployment media is built, click **OK**. You can now deploy an image to a target device.
Use Your Deployment Packages
There are multiple ways to deploy your image with SmartDeploy. The type of boot media you created with the Media Wizard will indicate which deployment method you will use. If you created boot media, you will load an image over a network to the target device, or integrate with WDS for PXE boot. If you created offline deployment media this creates a complete Deployment Package. This gives you flexibility in distributing images to computers regardless of location or connection type. If you created a Deployment Package follow the instructions for Network or Cloud Deployment.

Install the SmartDeploy Client
A client agent needs to be installed on the target machines in order to communicate with the SmartDeploy Console host.

Generate Client Setup File
1. Select the Tools tab from the left menu.
2. Click Generate Client Setup.
3. Confirm the correct Server Name or IP Address is set.
4. Click Browse to specify a location to save the SDEClientSetup.msi file.
5. Click OK.
Manually

1. From the SmartDeploy Console host, navigate to the location you saved the SDEClientSetup.msi file

![Image of SmartDeploy Console]

2. Copy this SDEClientSetup.msi to the target machines you want to deploy to, and run the executable.

3. Click Next.
4. Read and accept the EULA, then click **Next**.
5. Enter the computer name or IP address of your Console host. Then click **Next**.

![SmartDeploy Client - InstallShield Wizard]

6. Click **Install** to complete the installation.

7. From your SmartDeploy Console, select the **Computer Management** tab, and verify the client has established a connection with your Console.
Automatically during deployment
1. On the Welcome to the Answer File Wizard page, click on the Advanced button.
2. In the Advanced Options screen, click on the Client tab.
3. Check the box for Install SmartDeploy Client during deployment and enter the name or IP address of the Console Server.

4. Click OK and complete the rest of the Answer File Wizard (see page 24).
Using Group Policy
The SmartDeploy Client can be installed to your domain machines by configuring a startup script via Group Policy. Before you begin, ensure that you have the following:

- Domain Controller with Group Policy Management Installed
- A network shared folder on your domain to act as a file share

1. Copy the SDEClientSetup.msi file you generated on your Console Host to a network shared folder on your domain.
   **Note:** The SDEClientSetup.msi contains the name for the Console Host that will be applied to the client install. The name of the Console Host is the name of the machine where SmartDeploy is installed.

2. On your Domain Controller open Group Policy Management.
3. Find the Domain Policy for the machines you wish to add the software to and right click and select **Edit**.

5. Right click on Software installation and select New > Package.

![Group Policy Management Editor](image)

6. Select the SDEClientSetup.msi copied over in Step 1.

![Open File](image)
7. On the Deploy Software box, select Advanced.

9. Select the SDEClientSetup.mst copied over in Step 1.

10. Select **OK** to close.
Network Deployment
Network based deployment with SmartDeploy using the SmartDeploy Console can be used in conjunction with, or as an alternative to, creating boot media for use with Windows Deployment Services.

Before you begin
Ensure you have setup a service account to be able to access the computer where your SmartDeploy Console is installed.

Creating a Deployment Package
From the SmartDeploy Console, select the Deployment Packages tab from the left menu.

1. Click the + and then select Create a Deployment Package.
2. On the Welcome to the Media Wizard page, click **Next**.
3. Select **Deployment Package** on the Select Task page, then click **Next**.

4. Select your Platform Packs, then click **Next**.
5. On the Required Components page, click **Browse** to select the answer file you have created for network deployment. If you have not yet created an answer file, select Create, and follow the Answer File Wizard (see page 24) to create your answer file.

6. Click **Open**, and then **Next**.
7. Select the Media Architecture that matches your image (32-bit or 64-bit), then click **Next**.
8. Enter a name for your deployment, then click **Next**.

9. Click **Finish** to create your Deployment Package.
Initiate Deployment
1. In the SmartDeploy Console, select the Computer Management tab.
2. Click on the All Computers group.

3. Right click on the device you want to deploy to. Navigate to Deploy, and then select Now or Schedule.
4. The Deployment Package window will appear. Select the Deployment Package you want to use from the dropdown. Then click **OK** to begin the deployment.
   - You can allow the user to delay the deployment by checking the box for Allow User to Defer Deployment.
   - To use Multicast to reduce the load on your network, you can select the box for Multicast Image. Multicast is recommended if you will be simultaneously deploying 25 or more clients. In order for multicast to function correctly, you must deploy an image that is located in the SmartDeploy Image Library on your SmartDeploy host. If the image is located in a different network location, multicast cannot be used.
   - If you selected Schedule from the Deploy menu, enter the date and time you would like to begin deployment. If the machine is off at the scheduled deployment time, SmartDeploy will utilize Wake-on-LAN to complete the deployment.

5. Your target device will receive the Deployment Package and automatically reboot into SmartPE and process your answer file to reimage your device.
   - If you checked the box to allow the user to defer deployment they will be prompted. They can reboot immediately or delay the deployment by 15, 30, 45, or 60 minutes.
Cloud Deployment

Sign In to Your Cloud Storage Provider
Click the Cloud icon in the top right corner of the Console. Select your preferred Cloud Storage Provider, and sign in.

Upload Cloud Package
Use the Upload Wizard if you wish to store an image and Platform Packs in the cloud for deployment. SmartDeploy integrates with your existing third party storage provider to allow you to deploy images to remote offices quickly. This wizard will automatically create a Cloud Deployment Package and split the contents of your image and Platform Packs for faster and more reliable deployments.

Note: By authenticating against your cloud storage provider, you are allowing SmartDeploy access to your files. Your Cloud Storage Provider credentials are not saved as part of this process, instead a token is saved and used to re-authenticate against the service during deployment. This token will expire after an amount of time determined by the Cloud Storage Provider, at the time of expiration your answer file will need to be re-created.
From the Activities tab, select **Upload Cloud Package** to launch the Upload Wizard.

1. On the Welcome to the Upload Wizard screen, click **Next**.
2. If you didn’t already, select your cloud storage provider and sign in. Then click **Next**.

3. On Select Image page, click **Browse** and navigate to the image you want to upload. Click **Next**.
4. On the Platform Pack page, select the Platform Packs for the devices you wish to deploy from the cloud. Click **Next**.

5. Click **Finish** to upload your files to your cloud storage provider.

6. When the upload is complete click **OK**.

**Note:** The Images, Platform Packs and Deployment Packages libraries all have a new Uploaded To column that shows which items are uploaded to the selected cloud provider.
Create Answer File

1. On the Select Image Source page, select **Cloud storage provider**.

2.Authenticate with your cloud storage provider if needed, otherwise click **Next**.
3. On the Select Cloud Image page, click **Browse** and navigate to your image.

4. Select the image you want to use for deployment then click **Select**.
5. On the Select Cloud Image page, click **Download**. Once download is complete, click **Next**.

6. Follow the remaining steps in **Step 4: Create Answer File**, on page 24.
Create Media
1. In the Activities tab, click Create Media.
2. On the Welcome screen, click Next.
4. By default, all your Platform Packs will be selected to have any WinPE drivers they contain injected into your SmartDeploy boot image. You may de-select any packs for devices that will not receive this boot image, and then click **Next**.
5. Click Browse and then browse to and select your answer file that’s configured to use the Cloud Package and then click **Next**.
6. Select the desired architecture and then click **Next**.
7. Specify a name for this Deployment Package and then click **Next**.
8. Leave ‘Upload to Cloud’ selected and click **Next**.

![Media Wizard](image)

9. Select your preferred Cloud Storage Provider and click **Next**.  
   **Note:** You should see a green checkmark above the provider used when the Cloud Package upload was complete. Use this storage provider.

10. Click **Finish**.
Initiate Deployment

1. Switch to the Computer Management tab.
2. Select the group (if any) containing the target device.
3. Right click the target device, mouse over Deploy, and click Now.

4. Toggle the Deployment Package drop-down menu and select the desired Deployment Package.
5. Confirm the Image Location is Cloud and then click OK.

Note: It will take 5 or more minutes for the instructions to reach the client, and the SmartDeploy Deployment Package to download before the deployment process will begin.
Attended Deployment
In order to complete your image deployment on your target device, you must follow the prompts in Deploy Wizard to configure options for the deployment. If you previously built and created media with an unattended answer file, then you will not need to click through these prompts – the deployment will simply start after a countdown. If you previously built and created media with an attended answer file, all of the Deploy Wizard options will be preconfigured according to your answer file, but you will need to click through the Deploy Wizard, and you will have the chance to make changes as needed.

SmartDeploy can deploy an image to a target device by using two methods: over a network or via physical media. This portion of the User’s Guide will show you how to walk through the Deploy Wizard manually using boot media. If you would like to deploy your image using Windows Deployment Services, download and follow the guide: How to Integrate SmartDeploy with Windows Deployment Services. If you previously created a Deployment Package with the Media Wizard and would like to deploy your image using your network and the SmartDeploy Console, see Network Deployment, on page 56.

1. Start the target device and enter the BIOS settings. The keystroke sequence varies by manufacturer, please consult the computer’s documentation for the sequence to do this.
2. Edit the boot sequence so the deployment media device is first on the list.
   **Note:** Some older computers do not support booting from a USB device, such as an external hard drive or USB memory stick. Check with your computer manufacturer to determine if this method is supported. If not, you will need to build deployment media that is supported by your target device.
3. Insert the CD/DVD or attach the external device with the deployment environment to the target device.
4. Restart the target device. When prompted, press a key to boot the deployment environment.
5. In the SmartPE environment, you can click Settings to confirm the correct network and mass storage drivers for the target device are loaded.
6. Click Deploy an image. The Deploy Wizard starts.
7. On the Welcome to the Deploy Wizard page, you have the option to customize several Advanced options that let you override Windows default settings. For details about the Advanced options, see Advanced Options, on page 33.

8. After you have finished any changes to the Advanced settings, click **Next**. The Select Image Source page appears, select your image source.
9. Enter the credentials required to access the resources on your network where your image and Platform Packs are located. Click **Next**.

10. Click **Browse** (if your image is stored on a network, click **Network** to map to a share) and select the image that you want to deploy. Click **Next**.
11. On the Platform Pack Location page click **Browse** (if your Platform Packs are stored on a network, click **Network**). Select the folder that contains your Platform Packs and click **Next**. **Note:** If there is no .PPK file for your target device you will be notified, and only inbox drivers that are included with Windows will be applied.

12. On the Naming Convention page, you can modify the naming hierarchy by moving the options in the list up or down. You can modify the WMI query (e.g. to look for the machine serial number rather than asset tag), or set up a custom naming scheme with different prefixes or a different number of random digits. By default, SmartDeploy will use the following hierarchy to assign a name to the deployed computer:

1. **Use existing computer name.** If the computer already has a name (e.g. if you are deploying a new image to an existing machine), SmartDeploy will detect it.
2. **Read from WMI property.** The next priority is to read from a WMI property, such as an asset tag.
3. **Custom name.** If the machine has no WMI property to read, SmartDeploy will assign a random name based on the scheme A############, where each # is a random digit.

Once you have set your preferred naming convention, click **Next**.
13. If you would like to migrate a user’s data and settings during a deployment, check the box to Enable User Data Migration. For more information see page 29. Click Next.

![Deployment Wizard User Data Migration](Image)

14. On the Product Key page, you can enter the product key now if you did not specify one when you captured your image. Click Next.

![Deployment Wizard Product Key](Image)
15. On the Network Identification page you can change the computer name and specify whether the device will be a member of a domain or workgroup. When you have typed the target device’s network identification, click **Next**.

16. On the Regional Settings page, specify the time zone and language. Click **Next**.
17. Review the information on the Summary Page. Click Back to correct any information. Click Next.
   • If you want to reuse these settings for future deployments, click Export to save the details as an XML answer file that can then be added to deployment media.

For more information about exporting an XML answer file, see Appendix 5: Exporting an XML Answer File, on page 116.

18. When you are ready to deploy the image, click Finish. The image is loaded onto the target device and the computer restarts.
SmartDeploy Console

Status & Column Information
- Sort columns by clicking any of the headings.
- Drag and drop any heading to rearrange the columns.
- Right click to select or deselect columns to display.

Computer Management
Computer Management allows the IT admin to interact with client devices in a number of ways. Most commonly to push images, push Platform Pack updates, and push applications to computers. These interactions can be done on-demand or scheduled. Devices within Computer Management can be categorized with custom names to keep the console organized. For a device to appear in the SmartDeploy Console, the client must be installed.

Icon Guide

- Currently Deploying
- Failed Deployment
- Error Connecting to Console
- Scheduled Deployment
- PPK Update Available
- Deploying PPK
- Application Update Available
- Application Deploying
Push a Platform Pack
SmartDeploy can help keep machines running smoothly between image deployments by pushing Platform Packs to target devices. From the Computer Management tab right click on a device or group of devices to bring up the options menu. Click Update Drivers to push the latest Platform Pack to those devices.

1. From the SmartDeploy Console select **Computer Management**.
2. Select **All Computers** and locate the target device.
3. Right click the target device and select **Update Drivers**.
4. From the resulting screen specify whether to allow the user to defer the update and select **Next**.
5. Click **Yes** to confirm the action.

6. Note the icon next to the computer will update to show that drivers are being applied.

7. Once the process is complete the icon will go away and you can see the status of driver installation from the Application event log in Event Viewer on the target device.
Application Deployment

1. Click **All Computers** and locate your target device.

2. Right click on the target device and click **Deploy Application**.

3. To deploy immediately, click **Now**. To schedule a later deployment, click **Schedule**.
4. Select an Application Pack, check the box to allow the user to defer the application deployment, and a time, if you selected schedule, then click **OK**.

5. Click **OK** to confirm the deployment.

6. The icon next to the computer will display the state of the deployment: scheduled, deploying, or failed. The icon will clear when the application has successfully been deployed.
Connection Type
There is a field in computer management called “Connection Type.” The Connection type will be “Local” if the target machine is on the same network as the console host. If the target machine is on a network that is not routable to the console host machine but has a Cloud Broker enabled license key input into the client it will be “Cloud.”
Reference Machines
Reference Machines are used to build images for SmartDeploy. Reference Machines should contain the Operating System, patches, and applications that the IT admin ultimately wants installed on target devices.

- Click the + button on the top right to:
  - Create a Reference Machine. This selection will launch the Build Wizard.
  - Import a Reference Machine. This selection will open file explorer for you to navigate to a virtual machine file.
- Capture any of your reference machines, by right clicking and selecting Capture. This will launch the Capture Wizard.
Images
SmartDeploy images are discrete files that contain a compressed set of all the information captured from a reference machine. Images contain all of the operating system files, applications, data, settings, and properties of a reference machine.

- Click the + button on the top right to:
  - Capture an Image. This selection will launch the Capture Wizard
  - Import an Image. This selection will open file explorer for you to navigate and select a .wim file.
- View the properties of an image, including the name and description that was provided at creation. Right click and select Properties.
- Upload your image to your Cloud Storage Provider. Right click and select Upload to Cloud. The upload will be queued.
**Platform Packs**

The Platform Packs tab displays your Platform Pack library. This includes all the Platform Packs you have downloaded.

- Click the + button on the top right to:
  - Create a Platform Pack
  - Download a Platform Pack. This will open the Download Platform Pack window.
  - Import a Platform Pack
- Right click a Platform Pack to edit it. This will open Platform Manager.
- Right click to Upload a Platform Pack to your Cloud Storage Provider by selecting Upload to Cloud.

**Icon Guide**

![Icon Guide]

- **Uploading to Cloud (Platform Packs, Images, Answer Files)**
- **Platform Pack Update Available**
- **Platform Pack Downloading**

![Platform Packs Section](image)
Open a Platform Pack
1. From the Platform Pack Library tab in the Console, select the PPK you wish to open. Right click the Platform Pack and select Edit.

Your Platform Pack should look similar to the one in the following image:

Note: Refer to this image for editing and extracting.

Editing Platform Packs
You can modify an existing Platform Pack if you’d like to add or remove support for a particular operating system, or specific driver.

Remove support for an operating system from a Platform Pack
1. From the Platform Pack Management tab, right click the Pack you wish to edit and select Edit.
2. Expand the tree to the manufacturer and model you want to modify.
3. Right click the operating system that you want to remove. Then click Delete.
4. In the confirmation dialog, click Yes. The operating system will be removed from the Platform Pack.
5. Click File and then Save.
Add or remove drivers in a Platform Pack
1. From the Platform Pack Management tab, right click the Pack you wish to edit and select Edit.
2. Expand the tree to the manufacturer and model you want to modify.
3. Right click the node you want to modify. Right click functionality is available at the Make/Model, OS/Device node level.
   a. To add a driver, select right click on the OS node and select Add, browse to the folder containing the driver you want to add, and click OK.
   b. To delete a driver, right click on the driver node and select Delete.

Extracting Platform Packs
This functionality is available for advanced users. However, most editing tasks can be accomplished by simply right clicking the appropriate node and selecting Add or Delete.

**Note:** This functionality is not available with the trial version of SmartDeploy. You must have a properly licensed version of SmartDeploy to extract the contents of a Platform Pack.

1. Right click the Make, Model, OS or Device node that you want to modify. Then click Extract.
2. Browse to an empty folder or create a new folder for the extracted drivers. Then click OK. The device drivers are extracted to the folder.
   **Caution:** The next step deletes the entire operating system tree under the selected manufacturer and model. This includes all custom filters, tasks, and settings for the device drivers and supporting software. Make sure that you are working from a copy of the original Platform Pack, and take a few minutes to note this information so that it can be easily re-entered when needed at the end of this section.
3. In the Platform Manager, right click the operating system that you just extracted, and then click Delete. Click OK.
4. Open Windows Explorer to the folder where the drivers were extracted. Do one of the following:
   a. To add drivers, add the desired files and/or folders. For more information and best practices, see Create a new Platform Pack, on page 110.
   b. To remove drivers, delete the desired files and/or folders.
5. In the Platform Manager, expand the tree to the manufacturer and model you want to modify.
6. Right click the computer model, then click Add. The Add new software dialog will appear.
7. In the Target operating system list, select the same operating system you just deleted.
8. Click Browse, and then select the platform folder that contains your device drivers. Click OK.
9. Browse the device driver tree and confirm your device drivers have been added.
10. Go through the device driver tree, and recreate the custom filters, tasks, and settings.
11. When you have finished your changes to the Platform Pack, click File, and then click Save.

Adding filters and tasks to Platform Packs
If desired, you can add WMI filters and tasks to a Platform Pack so that they will run when the pack is deployed to a target device. For more information about the WMI Filter Wizard, refer to Appendix 4: WMI Filters and Tasks, on page 112.
Answer Files

Answer files contain all the information and settings that an IT admin would like to use during a deployment. Answer files contain information like computer name, domain-join credentials, custom scripts, and more.

- Click the + button on the top right to:
  - Create an Answer File. This selection will launch the Answer File Wizard.
  - Import an Answer File. This selection will open file explorer for you to select an .xml file.
- Right click a selection from the list to edit an answer file.
Deployment Packages
Deployment Packages contain all the information necessary to perform a zero-touch push deployment with SmartDeploy. Deployment Packages are a media type that includes an answer file, image, and Platform Packs to be used on a target device. Deployment Packages are used to push an image across a local network or from the internet.

- Click the + button on the top right to:
  - Create a Deployment Package for push deployment from the Console (see page 56)
  - Right click a Deployment Package in the list to edit it.
**Application Packs**
Application Packs are files that contain all the information needed to install individual software applications in an automated fashion to SmartDeploy client devices. IT admin’s can download, import, or create new Application Packs that provide the ability to push software to devices. Application Packs are often used after a computer has been imaged with SmartDeploy to keep a device up-to-date with new software versions as well as patches or updates.

- Click the + button on the top right to:
  - Create new Application Packs
  - Download new Application Packs
  - Import new Application Packs
- Right click an Application Pack to edit it.
- Right click an Application Pack to upload it to your Cloud Storage Provider.

**Download an Application Pack**
1. From the Application Packs tab click on the + and click *Download an Application Pack.*
2. In the Download Application Pack window search for an application by publisher, title, or product.

![Download Application Packs](image)

3. Select the pack you wish to download and click Download.
**Tools**

**WMI Filter Wizard**
WMI Filter Wizard is used to help IT admin's create custom WMI filters that usually limit a desired function to occur on devices that meet a specific criteria. For example, a WMI filter may be used to run on only one manufacturer or model of device.

**CMD Prompt**
SmartDeploy CMD line tools are used to service and modify WIM and virtual machine files.

**SmartWIM and SmartVDK**
For advanced users, the SmartWIM and SmartVDK deployment tools provide programmatic access to Windows Imaging files and virtual hard disks, respectively. SmartDeploy includes the latest versions of these tools.

SmartWIM provides programmatic access to the Windows Imaging (WIM) file format. Smart VDK provides programmatic access to virtual hard disk files.

Each tool can provide a Parameter List of available functions.

Example:
```
SMARTVDK [Flags] /Operation [Parameter List]
Operation [ COPY | CREATE | INFO | MOUNT | SIGNATURE | SERIAL | UNMOUNT ]
```

For help on a specific operation type, use the built-in “?” flag: SMARTVDK /Operation /?

Example flags:
```
SMARTVDK /COPY /?
SMARTVDK /CREATE /?
SMARTVDK /INFO /?
SMARTVDK /MOUNT /?
SMARTVDK /SIGNATURE /?
SMARTVDK /SERIAL /?
SMARTVDK /UNMOUNT /?
```
License Usage
Licensed SmartDeploy customers can check the status of their deployments at www.smartdeploy.com/account.

SmartDeploy is licensed on a per-machine basis. A license is required for each machine on which a SmartDeploy Deployment Package is used. The total number of target machines on which you use SmartDeploy-created Deployment Packages may not exceed the quantity of machine licenses purchased.

For more information on licensing see the Licensing FAQ and the End User License Agreement.
Contact
Whether you need to report a bug, make a feature recommendation, ask a question, or provide general feedback, feel free to contact us. Email is the primary product support channel, and we will respond to your request within one business day.

For product support, send an email to support@smartdeploy.com or submit a ticket. If you have a critical situation you can call SmartDeploy directly at 1 (888) 7-DEPLOY.

SmartDeploy
12100 Northup Way
Suite 100
Bellevue, WA 98005
(206) 443-1117 Voice
(206) 443-1119 Fax
www.smartdeploy.com
End User License Agreement (EULA)
THIS IS A LEGAL DOCUMENT -- RETAIN FOR YOUR RECORDS
SMARTDEPLOY ENTERPRISE END-USER LICENSE AGREEMENT
Licensor: SmartDeploy
USA

This is a legal document (the “Agreement”) between you and SmartDeploy USA (“SmartDeploy”). It is important that you read this document before using the SmartDeploy-provided software (“Software”) and any accompanying documentation (“Documentation”). By using the Software, you agree to be bound by the terms of this Agreement, whether or not you decide to purchase the Software. If you do not agree, you are not licensed to use the Software, and you must destroy any copies of the Software in your possession or control. Please print a copy of this Agreement for your files.

If you agree to the terms of this Agreement, you have the following rights:

1. DEFINITIONS
“Device” means a virtual or physical single computer, server, or other device on which you install a Deployment Package or the Administrative Tools.
“Target device” means a virtual or physical single computer, server, or other Device on which a Deployment Package will be used.
“Technician Computer” means a single computer, server or other Device on which the Administrative Tools may be installed.
“Administrative Tools” includes but is not limited to the Build Wizard, Capture Wizard, Media Wizard, Platform Manager, SmartDeploy Enterprise Command Prompt, and SmartDeploy Enterprise License Wizard.
“Deployment Package(s)” consists of one or more of the following SmartDeploy-created deployment media, images, Device driver packages (“Platform Packs”) or any other media created with the Administrative Tools.
“System Data” means all data, content and information in the nature of de-identified or aggregate administrative data, statistical and demographical data, and operational information and data generated by your use of the Software. The Systems Data does not include any personal data or any
personally identifiable information.

2. SOFTWARE LICENSE

(a) License Grant. The Software is licensed on a per-Target device basis. During the term and subject to the terms and conditions set forth in this Agreement, SmartDeploy hereby grants you a personal, non-exclusive, non-transferable (except as provided below), non-sublicensable, limited license to install and use the Software as follows:

i) Using a valid license key, you may install the Software on Technician Computers to execute administrative tasks for the creation or modification of Deployment Packages intended for Target devices. Examples of administrative tasks are creating or modifying deployment media, images, or Device driver packages.

ii) A Target device license is required for each machine on which a Deployment Package is used. The total number of Target devices on which you use Deployment Packages may not exceed the quantity of licenses purchased.

iii) Standard MSP licenses are granted for a period of one (1) year (a “Contract Year”). A license must be purchased for each Target device that will receive a Deployment Package over the course of the licensed Contract Year. After the expiration of the licensed Contract Year, an MSP license key becomes valid for 0 Target devices and you must purchase a new license for a new Contract Year.

(b) Server Use. A server may be used as a Technician Computer, a Target device, to store Deployment Packages, or as a backup for the Software. If you are using a server as a Target device, a machine license is required. No other network use is permitted, including without limitation using the Software for Internet or Web hosting services or by any user not licensed to use the Software through a valid license from SmartDeploy.

(c) System Data Collection and Use. In connection with your use of the Software, SmartDeploy may collect, retain, disclose, and use System Data. SmartDeploy uses this System Data to enable, optimize, and provide the Software or support to you. All System Data is owned exclusively by SmartDeploy. SmartDeploy may make any legal use of such System Data without notifying you or sharing such System Data with you. Specifically, SmartDeploy may publish and share System Data with others in aggregate or statistical form to promote the Software and for evaluating the efficiency, utility and functionality of the Software.

(d) Backup and Archival Copies. You may make backup and archival copies of the Software, provided that all such copies shall bear the original and unmodified copyright, patent and other intellectual property markings that appear on or in the Software. You may not transfer the rights to a backup or archival copy.

(e) Full Version. You may not re-license, reproduce or distribute a full version copy of the Software except with the express written permission of SmartDeploy.

(f) Title. The Software is licensed and not sold. Title to the Software is not transferred to you. Ownership of all copies of the Software and of copies made by you is vested in SmartDeploy, subject to the rights of use granted to you in this Agreement.

(g) Reverse Engineering. You may not reverse engineer, decompile, disassemble or otherwise attempt to discover the source code, underlying ideas, underlying user interface techniques or algorithms of the Software by any means whatsoever, directly or indirectly, or disclose any of the foregoing.

(h) Other Restrictions. You may not loan, rent, lease, sublicense, distribute or otherwise transfer all or any portion of the Software to third parties except to the limited extent set forth in Section 6 below. You may not copy the Software except as expressly set forth above. You may not modify, adapt or translate the Software. You may not, directly or indirectly, encumber or suffer to exist any lien or security interest on the Software; knowingly take any action that would cause the Software to be placed in the public domain; or use the Software in any computer environment not specified in this Agreement. You may not in any way create, make available, or distribute, either directly or indirectly, any application that would enable others to utilize the tools and features available only to licensed users of the Software, or that would otherwise circumvent the need for any third party to purchase a valid license(s). You will comply with applicable law and SmartDeploy’s instructions regarding the use of the Software. You agree to notify your employees and agents who may have access to the Software of the restrictions contained in this Agreement and to ensure their compliance with these restrictions. The Software is
not intended for use in environments where the failure of the Software could lead to death, personal injury or severe physical or environmental damage and shall not be used in such environments. You are further responsible for the accuracy, quality and legality of any electronic data, content and information submitted by you in connection with your use of the Software or characterizing your business and the means by which you acquired such data.

3. PLATFORM PACKS
(a) In connection with your use of the Software, SmartDeploy may make available through its website or through other means certain Platform Packs. The Platform Packs are provided by SmartDeploy as a service to help you achieve independence faster and easier and are intended to be used only with the Software. These Platform Packs are templates that can be further customized through the Software, and can be used as a reference when creating your own Platform Packs. All intellectual property rights relating to the device drivers that are included in the Platform Packs are owned by third parties and SmartDeploy expressly does not provide you with any license or other rights in or to the device drivers. You are solely responsible for obtaining all licenses that may be required in connection with your intended use of the device drivers and for complying with the terms of those licenses. By downloading or obtaining any Platform Packs from SmartDeploy, you represent, warrant and certify to SmartDeploy that you own the computer model(s) for which you are downloading the Platform Packs, that you have already separately and properly obtained the applicable device drivers and all licenses that are required in connection with your intended use of those device drivers, and that you are in compliance with the terms of those licenses.
(b) Although SmartDeploy makes commercially reasonable efforts to test and control the quality of Platform Packs, it cannot guarantee the functionality of the Platform Packs or their contents. SmartDeploy also has no control over the quality of any third-party product, including, without limitation, any device drivers. ACCORDINGLY, THE PLATFORM PACKS AND THE DEVICE DRIVERS INCLUDED THEREIN ARE PROVIDED “AS IS” AND WITHOUT REPRESENTATIONS OR WARRANTIES OF ANY KIND, AND SMARTDEPLOY HEREBY DISCLAIMS ALL EXPRESS AND IMPLIED WARRANTIES RELATING THERETO, INCLUDING, WITHOUT LIMITATION, THE WARRANTIES OF MERCHANTABILITY, NON-INFRINGEMENT, PERFORMANCE, ACCURACY, RELIABILITY AND FITNESS FOR A PARTICULAR PURPOSE.

4. INTELLECTUAL PROPERTY RIGHTS
You acknowledge that the Software and any copies that you are authorized by SmartDeploy to make are the intellectual property of and are owned by SmartDeploy and its suppliers. The structure, organization and code of the Software are the valuable trade secrets and confidential information of SmartDeploy and its suppliers, and you agree not to disclose such structure, organization and code for any purpose other than as approved by SmartDeploy in writing or disclose such structure, organization and code to third parties. The Software is protected by copyright, including without limitation by United States copyright law, international treaty provisions and applicable laws in the country in which it is being used. You acknowledge that SmartDeploy retains the ownership of all patents, copyrights, trade secrets, trademarks and other intellectual property rights pertaining to the Software. You will take no actions which adversely affect SmartDeploy’s intellectual property rights in the Software. Trademarks shall be used in accordance with accepted trademark practice, including identification of trademark owners’ names. Trademarks may only be used to identify printed output produced by the Software, and such use of any trademark does not give you any right of ownership in that trademark. SMARTDEPLOY ENTERPRISE is a trademark of SmartDeploy. All other trademarks are the trademarks of their respective owners. Except as expressly stated above, this Agreement does not grant you any intellectual property rights in the Software or any other intellectual property of SmartDeploy.

5. PAYMENTS
You will pay all fees specified in any order forms or similar documentation under which you acquired your license rights in the Software (an “Order Form”), in each case, pursuant to the terms thereof. Except as otherwise specified herein or in an Order Form: (a) fees are based on the license rights purchased and
not actual usage; (b) payment obligations are non-cancelable and fees paid are non-refundable; and (c) quantities purchased cannot be decreased during the relevant Contract Year.

6. LIMITED TRANSFER RIGHTS
Notwithstanding the foregoing, you may transfer all of your rights to use the Software to another person or legal entity provided that: (a) you also transfer each of this Agreement, the Software and all other software or hardware bundled or pre-installed with the Software, including all copies, updates and prior versions, and all copies of font software converted into other formats, to such person or entity; (b) you retain no copies, including backups and copies stored on a computer; (c) the receiving party is legally entitled to use the Software and is not a direct and material competitor of SmartDeploy; and (d) the receiving party accepts the terms and conditions of this Agreement and any other terms and conditions upon which you legally purchased a license to the Software. Notwithstanding the foregoing, you may not transfer education, pre-release, or not-for-resale copies of the Software. You may not transfer or assign the Software and/or this Agreement to another person or legal entity other than as authorized by this Section 6 and you acknowledge and agree that any such unauthorized transfer or assignment shall be null and void.

7. PRE-RELEASE PRODUCT ADDITIONAL TERMS
If the Software you have received with this license is pre-commercial release or beta Software (“Pre-release Software”), then this Section applies. To the extent that any provision in this Section is in conflict with any other term or condition in this Agreement, this Section shall supersede such other term(s) and condition(s) with respect to the Pre-release Software, but only to the extent necessary to resolve the conflict. You acknowledge that the Software is a pre-release version, does not represent a final product from SmartDeploy, and may contain bugs, errors and other problems that could cause system or other failures and data loss. CONSEQUENTLY, THE PRE-RELEASE SOFTWARE IS PROVIDED TO YOU “AS-IS” AND WITH ALL FAULTS, AND SMARTDEPLOY EXPRESSLY DISCLAIMS ANY WARRANTY OR LIABILITY OBLIGATIONS TO YOU OF ANY KIND, EXPRESS, IMPLIED OR STATUTORY. WHERE LEGALLY LIABILITY CANNOT BE EXCLUDED FOR PRE-RELEASE SOFTWARE, BUT IT MAY BE LIMITED, SMARTDEPLOY’S TOTAL LIABILITY TO YOU OR TO ANY THIRD PARTY UNDER THIS AGREEMENT (AND THAT OF ITS SUPPLIERS) SHALL BE LIMITED TO THE SUM OF FIFTY DOLLARS (U.S. $50) IN TOTAL. You acknowledge that SmartDeploy has not promised or guaranteed to you that Pre-release Software will be announced or made available to anyone in the future, that SmartDeploy has no express or implied obligation to you to announce or introduce the Pre-release Software and that SmartDeploy may not introduce a product similar to or compatible with the Pre-release Software. Accordingly, you acknowledge that any research or development that you perform regarding the Pre-release Software or any product associated with the Pre-release Software is done entirely at your own risk. If you have been provided the Pre-release Software pursuant to a separate written agreement, your use of the Software is governed by such agreement. You may not sublicense, lease, loan, rent, distribute or otherwise transfer the Pre-release Software. Upon receipt of a later unreleased version of the Pre-release Software or release by SmartDeploy of a publicly released commercial version of the Software, whether as a stand-alone product or as part of a larger product, you agree to return or destroy all earlier Pre-release Software received from SmartDeploy and to abide by the terms of the license agreement for any such later versions of the Pre-release Software. If you provide any feedback or suggestions to SmartDeploy regarding the Pre-release Software, SmartDeploy will own all right, title, and interest in and to the feedback and/or suggestions. SmartDeploy will be entitled to use the feedback and/or suggestions without restriction, without compensation to you and without your prior approval. You hereby irrevocably assign to SmartDeploy all right, title, and interest in and to the feedback and/or suggestions and agree to provide SmartDeploy any assistance it may require to document, perfect, and maintain its rights in the feedback and/or suggestions.

8. WARRANTY AND LIMITATION OF LIABILITY
(a) Limited Warranty. SmartDeploy warrants that: (i) the Software will perform substantially in
accordance with the SmartDeploy User’s Guide for the Software for a period of ninety (90) days from the date of receipt; and (ii) any support services provided by SmartDeploy shall be substantially as described in applicable written materials provided to you by SmartDeploy, and SmartDeploy support engineers will make commercially reasonable efforts to solve any problem issues. Some states and jurisdictions do not allow limitations on duration of a warranty, so the above limitation may not apply to you.

(b) Customer Remedies. SmartDeploy’s and its suppliers’ entire liability and your exclusive remedy shall be, at SmartDeploy’s option, either: (i) return of the price paid, if any; or (ii) repair or replacement of the Software that does not meet SmartDeploy’s Limited Warranty and which is returned to SmartDeploy with a copy of your receipt. This Limited Warranty is void if the failure of the Software has resulted from accident, misuse, unauthorized use, abuse or misapplication of the Software, including without limitation, any alteration or modification to the Software, from the operating environment in which the Software is being used, or from any defect in or failure of any third party software or hardware. Any replacement Software will be warranted for the remainder of the original warranty period or thirty (30) days, whichever is longer.

(c) No Other Warranties. TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, SMARTDEPLOY AND ITS SUPPLIERS DO NOT MAKE AND HEREBY EXPRESSLY DISCLAIM ALL OTHER WARRANTIES AND CONDITIONS, EITHER EXPRESS OR IMPLIED, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, INFORMATIONAL CONTENT OR ACCURACY, QUIET ENJOYMENT, TITLE AND NON-INFRINGEMENT, WITH REGARD TO THE SOFTWARE, AND THE PROVISION OF OR FAILURE TO PROVIDE SUPPORT SERVICES. THIS LIMITED WARRANTY GIVES YOU SPECIFIC LEGAL RIGHTS. YOU MAY HAVE OTHERS, WHICH VARY FROM STATE/JURISDICTION TO STATE/JURISDICTION.

(d) Limitation of Liability. TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, IN NO EVENT SHALL SMARTDEPLOY OR ITS SUPPLIERS BE LIABLE FOR ANY SPECIAL, INCIDENTAL, DIRECT, INDIRECT OR CONSEQUENTIAL DAMAGES WHATSOEVER (INCLUDING, WITHOUT LIMITATION, DAMAGES FOR LOSS OF BUSINESS PROFITS, BUSINESS INTERRUPTION, LOSS OF BUSINESS INFORMATION, OR ANY OTHER PECUNIARY LOSS) ARISING OUT OF THE USE OF OR INABILITY TO USE THE SOFTWARE OR THE PROVISION OF OR FAILURE TO PROVIDE SUPPORT SERVICES, EVEN IF SMARTDEPLOY HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. IN ANY CASE, SMARTDEPLOY’S ENTIRE LIABILITY UNDER ANY PROVISION OF THIS AGREEMENT SHALL BE LIMITED TO THE GREATER OF THE AMOUNT ACTUALLY PAID BY YOU FOR THE SOFTWARE PRODUCT OR US $50.00. HOWEVER, IF YOU HAVE ENTERED INTO A SMARTDEPLOY SUPPORT SERVICES AGREEMENT, SMARTDEPLOY’S ENTIRE LIABILITY REGARDING SUPPORT SERVICES SHALL BE GOVERNED BY THE TERMS OF THAT AGREEMENT. Because some states and jurisdictions do not allow the exclusion or limitation of liability, the above limitation may not apply to you. In such states and jurisdictions, SmartDeploy’s liability shall be limited to the greatest extent permitted by law.

(e) Infringement Claims. SmartDeploy will indemnify and hold you harmless and will defend or settle any claim, suit or proceeding brought against you that is based upon a claim that the content contained in the Software infringes a copyright or violates an intellectual or proprietary right protected by United States law (“Claim”), but only to the extent the Claim arises directly out of the use of the Software. For purposes of clarity, SmartDeploy will have no obligation to indemnify, hold harmless, or defend you in connection any Claim to the extent such Claim would not have been brought but for the misuse, unauthorized use, abuse or misapplication by you of the Software, including without limitation, any alteration or modification to the Software, or from the use or combination of the Software with any third party software or hardware. You must notify SmartDeploy in writing of any Claim within ten (10) business days after you first receive notice of the Claim, and you shall provide to SmartDeploy at no cost with such assistance and cooperation as SmartDeploy may reasonably request from time to time in connection with the defense of the Claim. SmartDeploy shall have sole control over any Claim (including, without limitation, the selection of counsel and the right to settle on your behalf on any terms SmartDeploy deems desirable in the sole exercise of its discretion). You may, at your sole cost, retain separate counsel and participate in the defense or settlement negotiations. SmartDeploy shall pay
actual damages and costs awarded against you (or payable by you pursuant to a settlement agreement) in connection with a Claim to the extent such damages and costs are not reimbursed to you by insurance or a third party, to an aggregate maximum of US $1,000. If the Software or its use becomes the subject of a Claim or its use is enjoined, or if in the opinion of SmartDeploy’s legal counsel the Software is likely to become the subject of a Claim, SmartDeploy shall attempt to resolve the Claim by using commercially reasonable efforts to modify the Software or obtain a license to continue using the Software. If in the opinion of SmartDeploy’s legal counsel the Claim, the injunction or potential Claim cannot be resolved through reasonable modification or licensing, SmartDeploy, at its own election, may terminate this Agreement without penalty, and will refund to you on a pro rata basis any fees paid in advance by you to SmartDeploy for the use of the Software. THE FOREGOING CONSTITUTES SMARTDEPLOY’S SOLE AND EXCLUSIVE LIABILITY FOR INTELLECTUAL PROPERTY INFRINGEMENT.

9. TERM AND TERMINATION
This Agreement shall commence as of date on which you receive your license key for the Software from SmartDeploy, and shall continue for the period of the Contract Year for which you have purchased a license, unless earlier terminated as set forth in this Section. If you did not purchase a license and are using the Software on a trial or other promotional basis, your rights to use the Software shall expire as of the expiration of such trial or promotion, unless earlier terminated as set forth in this Section. This Agreement may be terminated: (a) by your giving SmartDeploy written notice of termination; or (b) by SmartDeploy, at its option, giving you written notice of termination: (i) if you commit a breach of this Agreement and fail to cure such breach within ten (10) days after notice from SmartDeploy; or (ii) if you cease to conduct business in the ordinary course or otherwise become the subject of a petition in bankruptcy or any other proceeding relating to insolvency, receivership, liquidation or assignment for the benefit of creditors. Upon any termination of this Agreement, you must cease all use of the Software, destroy all copies then in your possession or control and take such other actions as SmartDeploy may reasonably request to ensure that no copies of the Software remain in your possession or control.

10. AUDIT RIGHTS
SmartDeploy may retain administrative access to your account through the SmartDeploy Licensing Portal for purposes of auditing your compliance with the terms of this Agreement, including without limitation, your usage of the Software. SmartDeploy and/or its designees shall further have the right, upon reasonable prior notice to you, to audit and inspect your systems, Devices, and/or records for purposes of determining your compliance with this Agreement, which audit right, may include the right to access and inspect your facilities and copy any documents or records in connection with such audit. You agree to cooperate with SmartDeploy in connection with any such audit. If as a result of any audit conducted pursuant to this Section 10, SmartDeploy learns that the number of Target devices deployed with Deployment Packages exceeds the total license count purchased, you will: (a) be responsible for all costs incurred by SmartDeploy in connection with the audit; and (b) be invoiced at MSRP rates for the support and licensing cost associated with the excess quantity of deployed Target devices. Support is not pro-rated in overage cases.

11. GENERAL PROVISIONS
If there is a local subsidiary of SmartDeploy in the country in which the Software was obtained, then the local law of the jurisdiction in which the subsidiary is located shall govern this Agreement. Otherwise, this Agreement shall be governed by the laws of the State of Washington, USA, excluding its conflicts of laws principles. The United Nations Convention on Contracts for the International Sale of Goods and the Uniform Computer Information Transactions Act (USA) do not apply to this Agreement. Any dispute between the parties that arises from or relates to this Agreement shall be brought and litigated in an appropriate state or federal court located in King County, Washington, USA. Each party irrevocably consents to the jurisdiction of such courts over them and waives any claim that such venue is an inconvenient forum. This Agreement contains the entire agreement and understanding of the parties.
with respect to the subject matter hereof, and supersedes all prior written and oral understandings of
the parties with respect to the subject matter hereof. Any notice or other communication given under
this Agreement shall be in writing and shall have been properly given by either of us to the other if
sent by certified or registered mail, return receipt requested, or by overnight courier to the address
shown on SmartDeploy’s website for SmartDeploy and the address shown in SmartDeploy’s records for
you, or such other address as the parties may designate by notice given in the manner set forth above.
This Agreement will bind and inure to the benefit of the parties and our respective heirs, personal and
legal representatives, affiliates, successors and permitted assigns. The failure of either of us at any time
to require performance of any provision hereof shall in no manner affect such party’s right at a later
time to enforce the same or any other term of this Agreement. This Agreement may be amended only
by a document in writing signed by both of us. In the event of a breach or threatened breach of this
Agreement by either party, the other shall have all applicable equitable as well as legal remedies. The
Software and its related documentation may not be exported or re-exported in violation of the U.S.
Export Administration Act and its implementing regulations or the laws of the jurisdiction in which the
Software was obtained. Each party is duly authorized and empowered to enter into and perform this
Agreement. If, for any reason, any provision of this Agreement is held invalid or otherwise unenforceable,
such invalidity or unenforceability shall not affect the remainder of this Agreement, and this Agreement
shall continue in full force and effect to the fullest extent allowed by law. The parties knowingly and
expressly consent to the foregoing terms and conditions.
Appendix 1: Capture with the VM running (Warm Capture)

Create a SmartDeploy Boot ISO
1. From the Activities tab, Click the Create Media.
2. On the Welcome Screen, click Next.
3. Select Boot Media and click Next.
4. Click the checkbox next to Platform Packs to deselect all the Platform Packs and click Next. 
   Note: Most Virtual Box, VMware, and Hyper-V machines do not require additional drivers in the 
   SmartDeploy boot media intended for warm captures.
5. Click Yes when asked to confirm leaving out Platform Packs.
6. Leave the Optional Components fields blank, skipping the selection or creation of an answer file 
   and click Next.
7. On the Media Type page select DVD and click Next.
8. Click Browse and select a location and file name for the new SmartDeploy ISO file.
9. Leave the ‘Burn Now’ unchecked and click Next.
10. Click Finish to create the ISO.

Complete the Warm Capture
1. Open your Virtual Machine settings and mount the SmartDeploy ISO you created previously on 
   the Virtual Machine.
   Note: VMware virtual machines may require you to check the box for ‘Connected at Power On’ to 
   boot from the ISO.
2. Start the virtual machine and boot to the virtual CD/DVD drive that you mounted in Step 1. 
   Note: If prompted, press any key to boot to CD/DVD. The goal is to boot the VM to the 
   SmartDeploy PE ISO rather than the previously installed OS.
3. Click Capture an image, and continue through the Capture Wizard as normal. 
   Note: When performing a Warm Capture, you will be required to map a network drive and save 
   your image file to that network location.
Appendix 2: User Data Migration

When deploying an image to an end user’s device, you may want to migrate that user’s data to the new device. To simplify this process, SmartDeploy has integrated Microsoft’s User State Migration Tool (USMT) into an easy-to-use interface. This can be found on the User Data Migration page of the Answer File Wizard.

Before we begin, let’s review the basics of how USMT works. There are 2 parts to USMT: ScanState and LoadState. ScanState will check the files and registry and build a migration store file (*.mig) based upon the options selected. LoadState will then take the migration store file and apply the user’s data and settings to the operating system.

Steps to enable USMT:
1. Launch Answer File Wizard from the SmartDeploy Console
2. Select the settings and image for the deployment until you reach the User Data Migration page
3. Check the box to Enable User Data Migration
4. Under User Data Migration Settings, check the box(es) for the data you want to migrate:
   • User Settings: User folders, settings, and documents (C:\Users\...)
   • Application Settings: Settings for commonly used Microsoft and other software
   • Documents: Additional files on the C: drive that are not operating systems files or applications
   Note: A more detailed list of what is migrated can be found at https://docs.microsoft.com/en-us/windows/deployment/usmt/usmt-what-does-usmt-migrate
5. Decide on the Location of Migration Store:
   • Store files on a network share: Store your .mig file to a server on the network. The .mig file will be automatically downloaded back to your device after the operating system has been deployed.
   • Store files locally (Requires wipe & load deployment): Store your .mig file in the specified folder of the machine you are deploying. The wipe & load option will maintain the current partition structure, deleting all data from the disk except the folder selected as the migration store. *Note: wipe & load requires the partition structure of the image matches the current partition structure of the device (e.g. do not use wipe & load when migrating from Windows 7 to Windows 10 due to the difference in System partition sizes)
6. Complete the rest of the Answer File Wizard and save.

When using an answer file with USMT enabled during deployment (in SmartPE), ScanState will run before the disk is provisioned. If the migration store file is saved to a network location, the file will be downloaded back after the image is deployed. LoadState will occur once the machine boots back up into Windows. Currently, there is no interface to display the LoadState progress, but a log can be found at C:\Windows\Temp\LoadState.log. Avoid rebooting the machine until LoadState.exe completes (you can check Task Manager > Processes to check if it is still running).
Advanced Options
If you are a USMT power user and the default settings for USMT are not sufficient for your needs, you can add additional arguments to the ScanState or LoadState commands. You will need to edit the answer file directly.

1. Open your answer file in a text editor
2. Locate the <migration> node
3. Add a child <usmt_scanstate_arguments> or <usmt_loadstate_arguments>
4. Add your argument and then close the child (e.g. <usmt_scanstate_arguments>/uel:30</usmt_scanstate_arguments>)

This particular example will only capture users that have logged in within the last 30 days.

```xml
<prefix></prefix>
<wmi_query>SELECT SMBIOSAssetTag FROM Win32_SystemEnclosure</wmi_query>
</identification>
<migration skip="0">
  <protected_folder>Backup</protected_folder>
  <virtualization_platform />
  <create_desktop_shortcut>False</create_desktop_shortcut>
  <files_to_exclude />
  <usmt_migration>true</usmt_migration>
  <migrate_user_settings>true</migrate_user_settings>
  <migrate_application_settings>true</migrate_application_settings>
  <migrate_documents>true</migrate_documents>
  <hardlink_migration />
  <network_migration>true</network_migration>
  <hardlink_migration_path/>
  <network_migration_path>\p8021\c$\smartdeploy</network_migration_path>
  <usmt_scanstate_arguments>/uel:30</usmt_scanstate_arguments>
</migration>
<tasks />
<client />
```
Appendix 3: Creating Custom Platform Packs

In almost all cases, you will not have to create a new Platform Pack from scratch. It is easier to download an existing Platform Pack from the SmartDeploy library for your specific platform. If your computer model is not listed in the Platform Pack download wizard and you have a current support contract, please use the online request form to submit your request.

Creating a new Platform Pack is more suitable for advanced system administrators who support diverse hardware environments. However, with enough analysis and planning, you can create your own Platform Pack. When you plan for a Platform Pack, follow these best practices:

- Include support for as many operating systems as you can within a Platform Pack. It is better to build in support even if it is not currently needed than to need it and not have it. This is especially useful for remote locations; you can distribute a Platform Pack that is designed to support all operating systems and have it available when you need it.
- Include support for Windows PE. Windows PE provides the start-up environment for SmartPE, but it may not support newer network or mass storage devices. By adding Windows PE as a supported operating system, you ensure that the target device can be started with the appropriate support before imaging.
- Install device-dependent software from a Platform Pack; install device-independent software on the reference computer. Modem software specific to the modem chip used in a laptop would be appropriate for a Platform Pack. Device-independent software that you intend to run on all target devices, such as a plug-in for playing DVD discs, should be installed on the reference computer.

Download device drivers and support software

1. Open a browser and go to the computer manufacturer’s website. For example, if you are adding support for a Dell Latitude E7450, you can find device drivers for that model by visiting the support section of http://www.dell.com.
2. Locate the device drivers and support software for the computer model and operating system you would like to support. Note: Make sure the files you select can be used with the operating system you intend to deploy. The device drivers must match the operating system version, such as Windows 10, and the processor architecture, such as 64-bit.
3. Download the files to a temporary folder on your hard disk.

Create a new platform folder and extract device drivers

1. Open Windows Explorer and create a new folder on your hard disk. Name the folder based on the manufacturer, such as C:\Dell.
2. Go to the new manufacturer folder and create a new folder. Name the folder based on the model, such as C:\Dell\Latitude E7450.
3. Go to the new model folder and create a new folder. Name the folder based on the operating system, such as C:\Dell\Latitude E7450\Windows 10.
4. Go to the new operating system folder and create new folders for each device class, such as C:\Dell\Latitude E7450\Windows 10\Audio.
   Note: If there is more than one device driver or manufacturer for a device class, create new folders in the device class folder as required. For example, if there are two different video card manufacturers for a computer model, create folders for each manufacturer in the video folder.
5. Review the new platform folder structure. The hierarchy should be similar to the following:

```
Dell
  Latitude E7450
    Windows 10
      Audio
      Chipset
      Network
      Video
        Intel
        Nvidia
```

6. Extract (do not install) each of the device driver packages to their respective folders. **Note:** Many device driver and support packages are self-extracting, or can be easily extracted with file compression software such as WinZip. Some packages can be difficult to extract, such as Setup (EXE) files. Sometimes Setup files can be extracted by using the /s /e command line switches. This will extract, but not install the software. The default extract folder varies, but it will almost always be a new folder at the root of your Windows volume. Microsoft Software Installer (MSI) packages can often be extracted by performing an administrative install. For example, “msiexec.exe /a installpackage.msi /qb TARGETDIR=C:\Temp” will extract the contents of the MSI package to C:\Temp. Once extracted, use Windows Explorer to move the files to their respective folders.

7. Optionally, you can remove any unnecessary files, such as files for other processor architectures. This is an advanced step that should only be performed by advanced systems administrators that are familiar with device driver installation architecture.

Create a new Platform Pack

1. From the **Platform Pack Library** tab in the Console, click the + button and select **Create a Platform Pack**.
2. Click File, and then click New. Browse to the place where you want to save your new Platform Pack. Type a name for your new Platform Pack, and then click Save.
3. In the tree pane, right click Platform Pack, and then click Add. The Add new manufacturer dialog appears.
4. In the Manufacturer name list, select the computer manufacturer’s name. Ensure that **Automatically generate filters** is selected, and then click OK.
5. In the tree pane, right click the new manufacturer folder, and then click Add. The Add new model dialog appears.
6. In the Model name field, type the computer model name, and then click OK. **Important:** The model name is used to uniquely identify the computer model during deployment. If you do not know the exact model name of the computer, click Run Wizard to start the WMI Filter Wizard. This will let you identify the manufacturer, model, and other properties of a computer.

7. Right click the new model folder, and then click Add. The Add new software dialog box appears.

8. In the Target operating system list, select the appropriate operating system.

9. Click Browse, and then select the operating system folder that you created in step 2. For example, C:\Dell\Latitude E7450\Windows 10. Click OK. **Note:** It is important to select the operating system folder and not the manufacturer, model, or software level folders.

10. Browse the device driver tree, and confirm your device drivers have been added. When you have finished your changes to the Platform Pack, click File, and then click Save.
Appendix 4: WMI Filters and Tasks

Access the WMI Filter Wizard by clicking Run wizard on the Add/edit filter pane of the Platform Manager.

You can use the WMI Filter Wizard to add filters and tasks that tailor a Platform Pack to specific computers. SmartDeploy uses Windows Management Instrumentation (WMI) commands to customize an image with device-specific hardware. Because filters and WMI tasks can be complex, you should look at existing Platform Packs to see how the filters and commands are used to deploy drivers and software, and then develop and test your own Platform Packs before you put them into production.

SmartDeploy uses filters to query a target device for information about its hardware and environment, and then run specific tasks on the target device that meet the filter criteria. When an image is deployed, SmartPE uses WMI to run the filters and tasks against the target device. WMI allows scripting languages, such as VBScript or Windows PowerShell, to manage Windows-based personal computers and servers locally and remotely.
The SmartDeploy SDK contains component references and sample scripts that you can study and modify for your environment. You can find the SmartDeploy SDK by clicking Start > All Programs > SmartDeploy > Samples.

For more information about WMI syntax, see the WMI Reference at the Microsoft MSDN website.

Filters
At each level in a Platform Pack, you can use filters to query the target device for specific conditions, and then take action based on the data returned by the query.
The Platform Manager also includes a Comments field at each level so you can capture information about the purpose of a filter, specific tasks and expected results, or other data that you may find useful in managing or troubleshooting computers and environments.

The Platform Manager provides a Modify Query pane with a general error-handling mechanism that lets you determine how SmartPE will respond when errors are generated during the deployment process. The Unknown platform action drop-down list lets you select from three different error-handling responses: Do nothing and allow deployment to continue, Display a warning dialog and allow deployment to continue (default), or Display an error dialog and do not allow deployment to continue. These help you during the Platform Pack testing phase.

Upon completing the wizard, the filter will be copied to the clipboard so that you can add it to the Platform Manager pane.

Filters are available at every level except the operating system level. Multiple filters can be added using AND / OR conditions so you can build specific tests and conditions for all computers in your organization. Filters can be run against the SmartDeploy image contents or, using WMI, against a target computer.
You can use tasks to make changes to images during the deployment phase. For example, you can use them to create partitions on hard disk drives, add device drivers to computer images, or install software on the image. There are five different times that you can run tasks, with different security contexts for each:

- **Before image is applied.** The task is run directly before the image is applied. This phase is often used to run custom disk configuration scripts. The Windows PE system account is used to run tasks during this phase.

- **After image is applied.** The task is run at the very end of Windows PE before the machine reboots. This phase is often used to check the BIOS version and apply the latest if it is not already installed on the target device. The Windows PE system account is used to run tasks during this phase.

- **Specialize / Mini-Setup.** The task is run while Windows Setup completes configuration of the target device. This phase is often used to install support software for devices such as modems and touchpads. Best practice is to run these tasks using a “silent” installation option as well as a “no restart option.” Manufacturers often use different syntax for these options; check with the hardware vendor for the appropriate switches. The local system account is used to run tasks during this phase.

- **First boot as system.** The task is run during first boot into the operating system. The local system account is used to run tasks during this phase.

- **First logon to desktop.** The task is run during the first logon into a user's account. The user account is used to run tasks during this phase. Since user accounts can have different level of access to the computer, it is recommended to only use this phase for tasks that do not require administrative permissions.

When including applications in your tasks, ensure you have added the appropriate software to the Platform Pack and that you point to the correct application in the Platform Pack. Command-line switches can be added for silent installation or no-restart options.
Appendix 5: Exporting an XML Answer File

To export an answer file that you can use to automate each deployment, click the Export button on the Summary page of the Deploy Wizard.

Note: When you complete the Deploy Wizard, SmartDeploy populates an answer file for unattended deployment, and uses the information you provided in steps 7-16 of the Deploy Wizard process (see page 75). When the target device restarts, the first-run setup GUI is loaded and the operating system uses the values in the answer file to configure the target device. If any information from steps 7-16 is missing, the operating system will ask you to fill in the necessary information.

This is an alternative to using the Answer File Wizard in the Activities of the SmartDeploy Console, page 24.
1. You will be prompted to:
   a. Choose a location to save the file.

   ![Choose location to save file]

   b. Select whether the answer file is for unattended or attended deployment.

   ![Select unattended or attended deployment]

   c. Supply network credentials of any mapped network drives.

   ![Supply network credentials]

2. The wizard will then generate an XML file. The XML can be edited directly or the user can run the Deploy Wizard again to change it. To use the answer file that you generate with the Deploy Wizard, launch the Media Wizard, go to the optional components page (see page 41), and select the answer file.
Examples of XML edits that you may want to perform

Change from attended to unattended deployment
This is what the XML file will look like for an attended deployment:
```xml
<?xml version="1.0" encoding="utf-8"?>
<smartdeploy version="1.1" version_debug="1.1.1980">
    <deploy_wizard>
    </deploy_wizard>
</smartdeploy>
```

To change to unattended deployment, add: mode="Unattended" to the deploy wizard tag.
```xml
<?xml version="1.0" encoding="utf-8"?>
<smartdeploy version="1.1" version_debug="1.1.1980">
    <deploy_wizard mode="Unattended">
    </deploy_wizard>
</smartdeploy>
```

Change the default unattended delay time
By default, an unattended deployment will present a 30 second countdown before continuing with the deployment:
```xml
<settings>
    <active_directory/>
    <network_shares/>
    <proxy_server>
        <proxy_server_url/>
        <username/>
        <password/>
    </proxy_server>
    <session_id/>
    <unattend_delay/>
</settings>
</deploy_wizard>
```

To change this, open the node and specify a number of seconds other than 30 (e.g. "<unattend_delay>15</unattend_delay>" would produce a 15-second delay). Please note that this delay is intended to ensure that all hardware resources are available when deployment starts. The minimum usable value for the unattended delay is 10 seconds; anything lower than that will cause the value to revert to 30.

Skipping certain Deploy Wizard pages
Each page of the Deploy Wizard can be set to require user input or to run automatically.

You can set the value for each page: skip value: 0 = do not skip, 1 = skip.

For example, the following change would cause the Wizard to skip the image selection page:
```xml
<select_image skip="1">
    <image_file>Z:\SmartDeploy\WIM\Windows 7.wim</image_file>
    <image_name>Windows 7 x86</image_name>
</select_image>
```

When using skip = 1 to skip a page please note that the answer file must be in attended mode. If you wish to skip all but one page you will need to set skip = 1 on each of the Deploy Wizard pages you wish to skip.